Information Technology Network Account Request
Completed forms are to be given to the Information Technology Network Manager, Thames Valley Campus.
Incomplete forms will not be processed and network access will be denied.
 

Fist Name: ___________________   Middle Inital: ___Last Name: _________________________   Date of Birth _____/_____/_____
 

Job Title: _____________________  Division: ______________  Department: _________________   SSN ______-______-________
 

Full or Part time: __________      Contract Expiration Date: __________________
 

CONDUCT AND ETHICS FOR USE OF INFORMATION TECHNOLOGY RESOURCES

 

Every individual with access to Information Technology (IT) resources and facilities at Three Rivers Community College (TRCC) is bound by these policies.  All IT-related resources and facilities at TRCC are under the jurisdiction of the Information Technology Division.  They will be used solely for legitimate and authorized academic and/or administrative purposes required in the performance of assigned duties/academic endeavors at TRCC.  They shall not be used for personal (private or for profit) work not specifically authorized by the college without the written approval of the Dean of Information Technology based on the specifics of the license.  To safeguard the general user community, any individual who breaches or is suspected of breaching these policies may have their authorization to use or access IT resources immediately withdrawn.  In this regard, the Information Technology Division reserves the right to access accounts and/or media being used on TRCC IT resources for management and security purposes.  Any unauthorized or illegitimate use of IT system resources and/or facilities may necessitate disciplinary and/or legal action against the violators.  Legal action for violation of 53a-250 et seq. of the State General Statutes may lead to a felony conviction.  Items covered, but not limited to, include: Unauthorized access to IT systems/information; theft of IT services; unauthorized disruption of IT services; unauthorized disclosure, use, alteration, or destruction of information; damage to, destruction of, or tampering with IT equipment or software; unauthorized installation and/or use of non-college licensed software on TRCC equipment.

 

Any allocation of IT resources authorized by the Information Technology Division is made with the understanding that the resources and/or account(s) are to be used solely for the purpose indicated and required by TRCC, only by the person to whom they have been allocated, and only while they are active members of the staff or currently registered student body while classes are in session.  Any person who has been authorized to use computing resources at TRCC shall be expected to regard all copyrighted or proprietary information that may become available as confidential.  It may not be copied, modified, or otherwise used (other than the intended use) unless they have prior written permission from the owner/licensee with a copy on file with the Information Technology Division.  Unless otherwise legitimately noted as public domain, all software at TRCC shall be considered copyrighted unless cleared by the Information Technology Division.

 

Any non-State employee who uses State IT resources while engaged in a software environment intended for State use shall, prior to starting on the project, make written arrangements with TRCC for payment or sign an agreement to ensure that the product belongs to the State.  All software developed by State employees using State resources is the property of the State.

 

No one shall attempt to disassemble, modify, repair, change configuration, or relocate any IT-related equipment unless expressly authorized to do so by the Information Technology Division.

 

Internet access is provided at various levels.  Transmission or receipt of data from the network is permitted as long as it falls within the law and the restrictions imposed by our access vendor; supports college activities to enhance educational and research activities; does not contain threatening, obscene, or harassing materials; and does not contaminate or overload site resources.  Applicable laws include the laws of all the countries, states, counties, cities, etc., through which the traffic flows.  Legal non-executable files such as those found in standard document, video, picture, and sound file formats are permitted and may be used on the system.  Compressed files (zip, tar, etc.) can be downloaded but not used (not even executed once) on college equipment and must be removed from all college systems immediately.  Executable and self-extracting files can only be downloaded to college equipment if they are converted to a compressed format prior to receipt and the procedures for compressed files are followed.

 

Employee Signature: ___________________________
Date: ___________________
 

Please note: Your signature indicates that you have read, understood, and accepted the aforementioned Three Rivers Community College Conduct and Ethics Usage of IT Resources policies.  Account authorization does NOT automatically mean that you will be assigned a computer for your individual use.  You may be required to use computers in one of the shared areas (e.g. labs, library, etc.)

******************************************************************************************
IT DIVISION USE ONLY:
Telephone number: ____________________________  Room number: _______________________
